The PIC16F684 parts you have received conform functionally to the Device Data Sheet (DS41202D), except for the anomalies described below.

Microchip intends to address all issues listed here in future revisions of the PIC16F684 silicon.

1. Module: Resets (when WDT times out)

   If the OPTION_REG bits, PS<2:0>, are clear, multiple spurious Resets can occur when the WDT times out. These Resets can occur even when the PSA bit is clear, assigning the prescaler to the Timer0.

   Work around

   If a CLRWDT instruction is issued before the WDT times out and before the OPTION register is modified, this problem is eliminated.

   Date Codes that pertain to this issue:

   All engineering and production devices.

2. Module: Data EEPROM Memory

   The EEIF flag may be cleared inadvertently when performing operations on the PIR1 register simultaneously with the completion of an EEPROM write. This condition occurs when the EEPROM write timer completes at the same moment that the PIR1 register operation is executed. Register operations are those that have the PIR1 register as the destination and include, but are not limited to, BSF, BCF, ANDWF, IORWF and XORWF.

   Work around

   1. Avoid operations on the PIR1 register when writing to the EEPROM memory.
   2. Poll the WR bit (EECON1<1>) to determine when the write is complete.
   3. Use a timer interrupt to catch any instances when the EEIF flag is inadvertently cleared. The timer interrupt should be set longer than 8 ms. If EEIF fails, then the timer interrupt occurs as a default time out. The WR and WRERR flags are checked as part of the timer interrupt service routine to verify the EEPROM write success.

3. Module: ECCP with Auto-Shutdown

   (Silicon Rev. A4 and B2)

   The PIC16F684 Rev. A4 silicon for the ECCP Auto-Shutdown is connected to the C1IF and C2IF flags. See Figures 8-2 and 8-3 on the following page.

   Rev. A4’s auto-shutdown connection to C1IF and C2IF causes the auto-shutdown to incorrectly operate synchronously. Additionally, reads of CMCON0 will incorrectly clear an auto-shutdown event.

   Work around

   Rev. A4 Silicon

   1) Poll the CxOUT bit until it is low.
   2) Read CMCON1 to precondition CxIF.
   3) If CMCON0 is read while CxOUT is changing, repeat steps 1 and 2.

   Fix

   Rev. B2 Silicon

   The Silicon Rev. B2 device (now shipping) has moved the auto-shutdown connection from CxIF to CxOUT. This will eliminate the synchronous shutdown and simplify the use of the comparator for a shutdown event. Figure 1 shows the function of auto-shutdown before and after the device revision.
**FIGURE 8-2: COMPARATOR C1 OUTPUT BLOCK DIAGRAM**
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**Note 1:** Q1 and Q3 are phases of the four-phase system clock (Fosc).

**2:** Q1 is held high during Sleep mode.

**Rev. B: To ECCP Auto-Shutdown**

**Rev. A: To ECCP Auto-Shutdown**

**FIGURE 8-3: COMPARATOR C2 OUTPUT BLOCK DIAGRAM**
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**Note 1:** Comparator output is latched on falling edge of Timer1 clock source.

**2:** Q1 and Q3 are phases of the four-phase system clock (Fosc).

**3:** Q1 is held high during Sleep mode.
FIGURE 1: SILICON REVISION A4 VS. REVISION B2
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Clarifications/Corrections to the Data Sheet:

In the Device Data Sheet (41202D), the following clarifications and corrections should be noted.

N/A.

REVISION HISTORY

First revision of this document. Changes made to Section 11.1.1, “CCP1 Pin Configuration”.

Issue 1 – When OPTION_REG bits, PS<2:0>, are clear, multiple spurious Resets can occur when the WDT times out.

Added Module 2: “Data EEPROM Memory” for PIC16F684 silicon.

Data Sheet Clarifications/Corrections Section: Added Module 2: New 4x4 QFN Package added.

Added Module 3: ECCP with Auto-Shutdown (Silicon Rev. A4 and B2).

Clarifications/Corrections to the Data Sheet: Removed Items 1 and 2, which have been incorporated into the data sheet.
Note the following details of the code protection feature on Microchip devices:

- Microchip products meet the specification contained in their particular Microchip Data Sheet.
- Microchip believes that its family of products is one of the most secure families of its kind on the market today, when used in the intended manner and under normal conditions.
- There are dishonest and possibly illegal methods used to breach the code protection feature. All of these methods, to our knowledge, require using the Microchip products in a manner outside the operating specifications contained in Microchip's Data Sheets. Most likely, the person doing so is engaged in theft of intellectual property.
- Microchip is willing to work with the customer who is concerned about the integrity of their code.
- Neither Microchip nor any other semiconductor manufacturer can guarantee the security of their code. Code protection does not mean that we are guaranteeing the product as "unbreakable."

Code protection is constantly evolving. We at Microchip are committed to continuously improving the code protection features of our products. Attempts to break Microchip's code protection feature may be a violation of the Digital Millennium Copyright Act. If such acts allow unauthorized access to your software or other copyrighted work, you may have a right to sue for relief under that Act.

Information contained in this publication regarding device applications and the like is provided only for your convenience and may be superseded by updates. It is your responsibility to ensure that your application meets with your specifications. Microchip makes no representations or warranties of any kind whether express or implied, written or oral, statutory or otherwise, related to the information, including but not limited to the information's condition, quality, performance, merchantability or fitness for purpose. Microchip disclaims all liability arising from this information and its use. Use of Microchip devices in life support and/or safety applications is entirely at the buyer's risk, and the buyer agrees to defend, indemnify and hold harmless Microchip from any and all damages, claims, suits, or expenses resulting from such use. No licenses are conveyed, implicitly or otherwise, under any Microchip intellectual property rights.
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