This document details the known silicon and firmware anomalies for the USB2640/USB2641/USB2649 with Firmware Revision 2.03. The USB2640/USB2641/USB2649 conforms functionally to the current Device Data Sheet, except for the anomalies described in this document.

The Functional Revision and Mask ROM ID values for the USB2640/USB2641/USB2649 are shown in Table 1. The silicon and firmware issues are summarized in Table 2 and Table 3, respectively.

### TABLE 1: AFFECTED SILICON/FIRMWARE REVISIONS

<table>
<thead>
<tr>
<th>Part Number</th>
<th>Functional Revision</th>
<th>Mask ROM ID</th>
</tr>
</thead>
<tbody>
<tr>
<td>USB2640</td>
<td>B</td>
<td>225</td>
</tr>
<tr>
<td>USB2641</td>
<td>B</td>
<td>225</td>
</tr>
<tr>
<td>USB2649</td>
<td>B</td>
<td>225</td>
</tr>
</tbody>
</table>

### TABLE 2: SILICON ISSUE SUMMARY

<table>
<thead>
<tr>
<th>Item Number</th>
<th>Silicon Issue Summary</th>
<th>Functional Revision B</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.</td>
<td>bcdDevice field (DID) has invalid characters</td>
<td>X</td>
</tr>
<tr>
<td>2.</td>
<td>Selective Suspend command is ignored by the hub</td>
<td>X</td>
</tr>
</tbody>
</table>

### TABLE 3: FIRMWARE ISSUE SUMMARY

<table>
<thead>
<tr>
<th>Item Number</th>
<th>Firmware Issue Summary</th>
<th>Firmware Revision</th>
</tr>
</thead>
<tbody>
<tr>
<td>3.</td>
<td>Firmware errantly enters simulation mode</td>
<td>176</td>
</tr>
<tr>
<td>4.</td>
<td>Cannot pass “SCSI Compliance Test” in WHQL</td>
<td>176</td>
</tr>
</tbody>
</table>
Silicon Errata Issues

Module 1: bcdDevice field (DID) has invalid characters

Description of Issue:
According to the USB2.0 specification, the bcdDevice field is specified to be binary-coded-decimal, which means only decimal characters are allowed. The hexadecimal digits A-F are not allowed.

End User Impacts:
The presence of non-BCD characters will cause failures in some Command Verifier (CV) and Windows Hardware Certification tests, such as:
- USB (USBDEX) Verifier Test
- USB Device Connection S3 + S4
- USB Driver Level Re-Enumeration Test
- USB Enumeration Stress
- USB Serial Number

No end user functional impact.

Solution:
This will not be addressed in a future version of the device. This bcdDevice field can be changed through the configuration options by programming the EEPROM via the SMBus or I²C interface. Also, a Microsoft Contingency number 323 can be used to waive the five Windows Hardware Certification tests mentioned above.

Module 2: Selective Suspend command is ignored by the hub

Description of Issue:
If a SET_FEATURE (PORT_SUSPEND) command is sent right after the SOF command (microframe 0), the hub will not disabled the port.

End User Impacts:
The port will not suspend when a command is sent by the host. This will cause more current draw than if the port was suspended (~10mA).

Solution:
This will not be addressed in a future version of the device. It is recommended to use the Global Suspend function to put the entire hub into suspend to conserve power.
Firmware Errata Issues

Module 3: Firmware errantly enters simulation mode

Description of Issue:
During media initialization, the device firmware checks for "0xBEEF" in the XDATA space addresses 0x4000-0x4001, which enables simulation mode. In this mode, firmware sets the timer for any responds from 100ms to 1ms.

End User Impacts:
During initialization, "0xBEEF" is randomly locked into addresses 0x4000-0x4001, causing some slow SD cards to remain uninitialized and non-functional.

Solution:
No external firmware is available.

Module 4: Cannot pass “SCSI Compliance Test” in WHQL

Description of Issue:
This issue appears whenever the Windows Hardware Certification SCSI Compliance test evaluates the inquiry command with the EVDP bit set to 0 and the page code set to a non-zero value. In this case, the device sends back data when it should have failed the command.

End User Impacts:
This issue only affects WHQL testing. Microsoft has provided a contingency number 1107 to waive the failure.

Solution:
No external firmware is available.
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THE MICROCHIP WEB SITE

Microchip provides online support via our WWW site at www.microchip.com. This web site is used as a means to make files and information easily available to customers. Accessible by using your favorite Internet browser, the web site contains the following information:

- **Product Support** – Data sheets and errata, application notes and sample programs, design resources, user’s guides and hardware support documents, latest software releases and archived software
- **General Technical Support** – Frequently Asked Questions (FAQ), technical support requests, online discussion groups, Microchip consultant program member listing
- **Business of Microchip** – Product selector and ordering guides, latest Microchip press releases, listing of seminars and events, listings of Microchip sales offices, distributors and factory representatives

CUSTOMER CHANGE NOTIFICATION SERVICE

Microchip's customer notification service helps keep customers current on Microchip products. Subscribers will receive e-mail notification whenever there are changes, updates, revisions or errata related to a specified product family or development tool of interest.

To register, access the Microchip web site at www.microchip.com. Under “Support”, click on “Customer Change Notification” and follow the registration instructions.

CUSTOMER SUPPORT

Users of Microchip products can receive assistance through several channels:

- Distributor or Representative
- Local Sales Office
- Field Application Engineer (FAE)
- Technical Support

Customers should contact their distributor, representative or field application engineer (FAE) for support. Local sales offices are also available to help customers. A listing of sales offices and locations is included in the back of this document.

Technical support is available through the web site at: http://microchip.com/support
Note the following details of the code protection feature on Microchip devices:

- Microchip products meet the specification contained in their particular Microchip Data Sheet.
- Microchip believes that its family of products is one of the most secure families of its kind on the market today, when used in the intended manner and under normal conditions.
- There are dishonest and possibly illegal methods used to breach the code protection feature. All of these methods, to our knowledge, require using the Microchip products in a manner outside the operating specifications contained in Microchip's Data Sheets. Most likely, the person doing so is engaged in theft of intellectual property.
- Microchip is willing to work with the customer who is concerned about the integrity of their code.
- Neither Microchip nor any other semiconductor manufacturer can guarantee the security of their code. Code protection does not mean that we are guaranteeing the product as “unbreakable.”

Code protection is constantly evolving. We at Microchip are committed to continuously improving the code protection features of our products. Attempts to break Microchip’s code protection feature may be a violation of the Digital Millennium Copyright Act. If such acts allow unauthorized access to your software or other copyrighted work, you may have a right to sue for relief under that Act.

Information contained in this publication regarding device applications and the like is provided only for your convenience and may be superseded by updates. It is your responsibility to ensure that your application meets with your specifications. MICROCHIP MAKES NO REPRESENTATIONS OR WARRANTIES OF ANY KIND WHETHER EXPRESS OR IMPLIED, WRITTEN OR ORAL, STATUTORY OR OTHERWISE, RELATED TO THE INFORMATION, INCLUDING BUT NOT LIMITED TO ITS CONDITION, QUALITY, PERFORMANCE, MERCHANTABILITY OR FITNESS FOR PURPOSE. Microchip disclaims all liability arising from this information and its use. Use of Microchip devices in life support and/or safety applications is entirely at the buyer’s risk, and the buyer agrees to defend, indemnify and hold harmless Microchip from any and all damages, claims, suits, or expenses resulting from such use. No licenses are conveyed, implicitly or otherwise, under any Microchip intellectual property rights.
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