SUPER SPEED JITTER TOLERANCE (JTOL)

The USB-IF designed the Receiver Jitter Tolerance Test to test the quality of the USB 3.1 Gen 1 receiver of a system. This test uses a waveform generator/oscilloscope combination, or a data generator/ analyzer to send data to the Super Speed receiver which is then looped back through the transmitter back to the instrument. The data received is compared to the data generated and the errors are counted. The data generator is able to introduce jitter into the transmit data pattern to see how well the receiver functions under non-ideal conditions.

Objectives

This application note will educate the Super Speed system designer on what to be aware of when testing JTOL. The following topics will be covered:

1. JTOL Procedure
2. JTOL Calibration
3. External Noise Sources

JTOL TEST PROCEDURE

The JTOL test is broken up into a subset of loopback tests with a different noise profile applied.

Physical Connections

The connections from the data generator to the DUT are specified by USB-IF in the Electrical Compliance Test Specification listed in references. The SMA connectors of the data generator are connected to a USB-IF test fixture that has 11 inches (Device) or 5 inches (Host) of PCB trace going to a standard USB3 connector. From that connector, a 3m USB 3.1 Gen 1 cable connects to another USB-IF test fixture that splits out the Transmit (TX) signals from the DUT to the data analyzer through SMA cables, and combines the TX and RX signals into a standard USB connector to connect to the DUT.
It is important that the SMA cables be phase and attenuation matched and connected to the test boards with the proper torque (5in-lb).

Training

The data generator begins each test by configuring the SuperSpeed (SS) port to enter loopback, the procedure is as follows:

1. Data generator transmits Low Frequency Periodic Signals (LFPS) to imitate SS communication.
2. Device Under Test (DUT) responds with LFPS signal handshake.
3. Data generator transmits Training Sequence Signal (TSEQ) with the proper noise applied.
4. DUT trains to the TSEQ signal and adapts the internal filters for best performance.
5. Data generator transmits Training Sequence ordered set with loopback bit enabled (TS1)
6. DUT responds with TS1 or TS2 while training, then sends 8 TS2 or TS1 signals when complete.
7. Data generator transmits TS2 also with loopback set 16 times or more.
8. DUT responds with identical TS2 patterns.
9. Data generator prepares for data packets and the DUT is in loopback.

**Noise Test**

After the DUT is trained, the data generator will then generate a random data pattern for about 6s or $3^{10}$ bits. The DUT loops back the same data and the two data sets are compared, only one error is allowed. The test then repeats for each noise profile as follows:

1. 400ps of noise at 500kHz
2. 200ps of noise at 1MHz
3. 100ps of noise at 2MHz
4. 40ps of noise at 4.9MHz
5. 40ps of noise at 10MHz
6. 40ps of noise at 20MHz
7. 40ps of noise at 33MHz
8. 40ps of noise at 50MHz
JTOL CALIBRATION

Before a test can be run, the system needs to be calibrated. The calibration procedure contains many steps and many sources of error. It is always important to check and confirm the calibration before beginning any compliance test.

De-emphasis Calibration

De-emphasis calibration is done differently on different test solutions, although the fundamental test itself is consistent across all platforms, every test vendor uses their own tool to calculate the de-emphasis. The data generator is connected directly to an oscilloscope through short SMA cables. The oscilloscope then measures the De-emphasis on a large packet of random data (generally 20us of a 5GHz signal). The De-emphasis is then calculated and adjusted to ensure it is within the -3dB specification.

This de-emphasis calibration is important because the waveform changes across the PCB trace and 3m test cable, this affects the quality of the eye that the receiver sees. The Microchip SuperSpeed receivers are able to successfully compensate for small de-emphasis calibration errors through the adapt circuitry. This allows the Microchip solutions to be compatible with more devices and cable lengths on the market. This variation in cable length and receiver type cannot be tested in a compliance environment due to time constraints.

Random Jitter Calibration (RJ)

After the de-emphasis is calibrated, the data generator is connected through the certification test fixtures to the scope. The generator is set to generate a clean sine wave (CP1) with only the random jitter applied. The USB-IF SigTest tool (see references) is then used to process the signal and calculate the RJ. RJ is adjusted until it falls within the specification (2.42ps +/-10%). The sine wave is used to give the cleanest signal through the loss of the cable for a consistent RJ measurement.
Calibrating the random jitter through the compliance test fixtures presents a few challenges. The first challenge is repeatability; jitter measurements always have uncertainty incorporated into the results. The second challenge is that the jitter introduced is random which adds uncertainty to the measurement. There will be variation between different scope captures even though everything else is constant.

**Sinusoidal Jitter Calibration (SJ)**

With SJ calibration, the data generator is set to generate a random data pattern (CP0) with random jitter enabled. The signal is then passed through the test fixtures into the scope. Sigtest is again used to calculate the total jitter of the signal. Sinusoidal jitter is then applied and the measurement is repeated. The difference in the total jitter for both measurements is used to calibrate the SJ setting on the data generator.

With this procedure, the errors in the measurements are added each time the measurement is taken. This creates a lot of variation between sequential calibration runs. The first source of error is that the data pattern is random instead of a uniform sine wave, this creates some small differences between total jitter measurements for each scope capture. The second source of error is that the jitter is measured at the end of the compliance test fixture. The high frequency loss through the PCB traces and 5m cable causes the edges of the waveforms to become smoother and smaller. Because
the edges aren’t as sharp, the jitter calculations will not be as consistent because jitter is calculated based on the edge placement. Combine this uncertainty with the errors introduced by the random jitter applied previously, then take the measurement twice. It is possible that two calibration runs could yield data generator set points up to 4ps apart. That is equal to the entire range of specification.

Amplitude Calibration

Finally, the RJ, SJ and de-emphasis is applied to a random data pattern (CP0) and the signal is passed through the compliance test fixtures. Sigtest is used to calculate the eye measurements of the signal, and the amplitude is adjusted to ensure that the smallest possible signal is being generated. The receiver is tested with the minimum allowable margin on the eye of the random data.

Because all of these measurements have some variation in their results, it is recommend that the calibration be run three to five times to check the reliability of the calibration algorithm.

EXTERNAL NOISE SOURCES

Because the receiver test introduces noise into the signal coming into the DUT, any extra noise is just going to add to the noise generated by the instrument. There are many external sources of noise in a system that can impact the tested tolerance of the receiver. Power supplies, connector quality and PCB loss all can impact the results of the JTOL test.

Power Supply/Ground Noise

If the voltage applied to the chip contains noise, it will be added to the signal as it travels through the receivers buffers. This noise adds jitter to the total signal, causing the JTOL test results to be less than that of an ideal system. To reduce this noise there are a few PCB layout techniques that can be used.

Selecting a quieter noise source is the first step in cleaning up this noise. Then isolating the supply from other system components through a ferrite bead or inductor can clean the system up further. Ensure that the ferrite bead or inductor has a low resistance so the supply does not drop. Finally, adding 0.1uF bypass caps can filter out the high frequency noise that may still remain on the supply. Cleaning up these supplies is necessary for consistent operation of the receiver and the entire chip itself. Please refer to the PCB layout guidelines for the particular Microchip product being used for more details.

Connector Quality

Because USB 3.1 Gen 1 SuperSpeed signaling is in the 2.5GHz, not all connectors are equal in performance. The quality of the connector (impedance, isolation, crosstalk etc) can greatly impact the amount of noise that can be added to the signal. The standard B connector is known to affect the signal quality the most. The large size of the B connector has more potential for impedance mismatch. Also, the paths that connect the USB lines to the PCB board can vary from vendor to vendor, each with a different noise profile. The quality of these paths can introduce more noise into the signals through ground isolation and crosstalk. It is recommended to try samples of different USB connectors to find one that is optimal for your system.

The standard A connector also has potential problems, but because the profile is smaller, the distance from the USB-A line to the PCB is much shorter. Also there are surface mount options for this connector that can also clean up the signal.

The micro B connector has the best performance of the connectors because of its small form factor and the surface mount connection to the board.
PCB Trace

The signal path from the DUT to the connector also has an impact on the JTOL results. The biggest impact is the length of the trace itself and the loss of the dielectric. The 5GB/s signal will lose amplitude along the trace from the connector to the DUT through the dielectric material of the PCB. The performance of the receiver is tied to the amplitude of the signal, so if the trace is shorter, the amplitude at the receiver will be higher and the receiver will perform better. Because the device or upstream hub port JTOL tests have the lowest initial amplitude, the traces from the DUT to those connectors should be the shortest.

Another factor that can affect the JTOL performance of a USB device is branching. The ideal path of the signal should have one source and one destination. If the trace branches in any way the signal will be affected. If the traces branch to another terminated receiver, much of the signal energy will be lost which affects JTOL performance. If the traces branch to an unterminated test point, the signal will be reflected back to the main trace adding noise which will cause the receiver to have sub optimal JTOL results. This open circuit stub is also present in the standard through hole connector, so how the traces are routed to the connector are important. The ideal option would be to have no through hole connector and have the traces go directly from the DUT to the connector.

FIGURE 7: PCB TRACE PATHS TO A THRU-HOLE CONNECTOR

OPTIMAL JTOL

Optimal JTOL results can be achieved if the following items are checked:

1. Confirm that the test fixtures used are high quality cables and connectors. The bandwidth of the SMA cables should be high enough to pass the USB3 signals through, and the phase of the cables should be matched. If there is something wrong with the SMA cables, the whole test is invalid.
2. Check that the calibration of the test system is correct, there is a lot of variation in the calibration results, so multiple runs may be required to trust the final results.
3. The USB system needs to have the right connectors installed with the cleanest, shortest possible traces going from the connector to the device.

Careful attention to the USB system design and test environment is necessary to get a fully compliant USB device.
APPENDIX A: APPLICATION NOTE REVISION HISTORY

TABLE A-1: REVISION HISTORY

<table>
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Note the following details of the code protection feature on Microchip devices:

- Microchip products meet the specification contained in their particular Microchip Data Sheet.
- Microchip believes that its family of products is one of the most secure families of its kind on the market today, when used in the intended manner and under normal conditions.
- There are dishonest and possibly illegal methods used to breach the code protection feature. All of these methods, to our knowledge, require using the Microchip products in a manner outside the operating specifications contained in Microchip's Data Sheets. Most likely, the person doing so is engaged in theft of intellectual property.
- Microchip is willing to work with the customer who is concerned about the integrity of their code.
- Neither Microchip nor any other semiconductor manufacturer can guarantee the security of their code. Code protection does not mean that we are guaranteeing the product as "unbreakable."

Code protection is constantly evolving. We at Microchip are committed to continuously improving the code protection features of our products. Attempts to break Microchip's code protection feature may be a violation of the Digital Millennium Copyright Act. If such acts allow unauthorized access to your software or other copyrighted work, you may have a right to sue for relief under that Act.

Information contained in this publication regarding device applications and the like is provided only for your convenience and may be superseded by updates. It is your responsibility to ensure that your application meets with your specifications. MICROCHIP MAKES NO REPRESENTATIONS OR WARRANTIES OF ANY KIND WHETHER EXPRESS OR IMPLIED, WRITTEN OR ORAL, STATUTORY OR OTHERWISE, RELATED TO THE INFORMATION, INCLUDING BUT NOT LIMITED TO ITS CONDITION, QUALITY, PERFORMANCE, MERCHANTABILITY OR FITNESS FOR PURPOSE. Microchip disclaims all liability arising from this information and its use. Use of Microchip devices in life support and/or safety applications is entirely at the buyer's risk, and the buyer agrees to defend, indemnify and hold harmless Microchip from any and all damages, claims, suits, or expenses resulting from such use. No licenses are conveyed, implicitly or otherwise, under any Microchip intellectual property rights unless otherwise stated.
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ISO/TS 16949

Microchip received ISO/TS-16949:2009 certification for its worldwide headquarters, design and wafer fabrication facilities in Chandler and Tempe, Arizona; Gresham, Oregon and design centers in California and India. The Company’s quality system processes and procedures are for its PIC® MCUs and dsPIC® DSCs, KEELOG® code hopping devices, Serial EEPROMs, microperipherals, nonvolatile memory and analog products. In addition, Microchip's quality system for the design and manufacture of development systems is ISO 9001:2000 certified.